Recent changes in European data protection law requires Johns Manville Europe GmbH (“Company”) and Johns Manville (“JM”) to provide certain information about the collection of personal data we maintain and use of in relation to our suppliers. This privacy notice describes how the Company and JM (together “we”, “our” or “us”) collect and process personal data of our suppliers, which may include the personal data of our suppliers’ directors, officers, employees, affiliates and agents (together “you”, “your” or “supplier(s)”), how we protect this information and your rights in relation to it.

This privacy notice applies to all personal data we collect or process about you in relation to our business relationship with you as a supplier to JM. Personal data is information or a combination of pieces of information that could identify you.

Data Controllers

The Company and JM are each known as “Controllers” of personal data under the Global Data Protection Regulation (“GDPR”). The Controllers contact information and their respective points of contact are:

Johns Manville Europe GmbH
Max-Fischer-Straße 11
Bobingen, Germany 86399
Point of Contact: Cynthia Ryan, Senior Vice President and General Counsel
Phone: 303-978-2229
Email: Cynthia.ryan@jm.com

Johns Manville
717 17th Street
Denver, Co 80202
Point of Contact: Cynthia Ryan, Senior Vice President and General Counsel
Phone: 303-978-2229
Email: Cynthia.ryan@jm.com

Data Collected

Data we collect from you

The Company collects personal data (“Data”) of its suppliers which may include any of the following:

- **Personal details** (including but not limited to: first name; surname; business contact information); and
- **Supplier/prospect records** (including but not limited to: details of goods and services we purchase from you or for which you are considered a prospective supplier; records of interaction with you (including correspondence and details of complaints we may have had and their resolution).
How the Company and JM Use your Data

The Company and/or JM use your Data for any or all of the following purposes:

- **Business operations** (including but not limited to: purchasing goods and services; managing accounts payable; managing vendor relationships);
- **Accounting and record-keeping** (including but not limited to: maintaining supplier records and accounts, including as required for internal accounting purposes and for preparing statutory filings, audits and financial reviews); and/or
- **Compliance, investigations and establishing, enforcing and defending the legal rights and claims of any JM Entity** (including but not limited to: protecting against claims and other liabilities; enforcing or defending the legal rights of any JM Entity; compliance with requests and/or investigations by regulatory and/or governmental bodies; conducting audits; responding to legal process such as subpoenas; managing external complaints).

We must have a legal basis to process your Data. In most cases the legal basis will be one of the following:

- To fulfil our contractual obligations with you in connection with our vendor contracts and/or
- To meet our legitimate interests in maintaining the processing for the purposes of purchasing products and services from you. When we process Data to meet our legitimate interests, we put in place robust safeguards to ensure that your privacy is protected and to ensure that our legitimate interests are not overridden by your interests or fundamental rights and freedoms.

Who Receives your Data

As a group of companies, we work closely together. As a result, the Company and JM will share certain Data with one another for the purposes described above. We may also share certain Data with other companies in the JM corporate group for business operations purposes.

We may also share your Data:

- with service providers and business partners that perform business operations for us. For example, we may partner with other companies for maintaining accounts payable and fulfilling invoices;
- when required to do so by law, and/or by public authorities to comply with legal and/or regulatory requirements and cooperate with regulators and law enforcement bodies; or
- with any third party that purchases, or to which we transfer, all or substantially all of our assets and/or business. Should such a sale or transfer occur, we will use reasonable efforts to try to ensure that the entity to which we transfer your Data uses it in a manner that is consistent with this privacy notice.

Because we operate as part of a global business, the recipients referred to above may be located outside the jurisdiction in which you are located. Please see the section on "Transfer of Data Outside of the EU" below for more information.
We restrict access to your Data to those individuals who need the information to perform the purposes outlined, above. In some instances, and as outlined above, for example to fulfill invoices, we transfer your Data to third-parties. When your Data is transferred to a third-party, we will ensure it is protected by adequate security measures and is processed in accordance with applicable law.

**Transfer of Data Outside of the EU**

Your Data may be transferred to, stored and processed in a country other than the one in which you provide product or services to us, including countries outside the EU.

We have put in place appropriate safeguards (such as contractual commitments) in accordance with applicable data protection laws to ensure that your Data is adequately protected. For more information on the appropriate safeguards in place and to obtain a copy of them, please contact us at the details below.

**Data Retention**

In general, we will keep your Data for as long as you maintain a business relationship with the Company. Once this relationship with you has come to an end, we will retain your Data for a period of time that enables us to:

- maintain business records for analysis and/or audit purposes;
- comply with record retention requirements under the law;
- defend or bring any existing or potential legal claims; and/or
- deal with any queries or complaints we may have.

**Your Rights with Respect to the Data**

Unless subject to an exemption under the GDPR or applicable law, you have the following rights with respect to your Data:

- The right to request a copy of your Data which the Company and JM hold about you and certain information about how we process that Data;
- The right to request that the Company and/or JM correct any Data if it is found to be inaccurate or out of date;
- The right to request that your Data is erased in some circumstances;
- The right, in some circumstances, to request that our use of your Data is restricted;
- The right in some circumstances to object to the processing of your Data;
- The right in some circumstances to receive your Data in a usable electronic format and transmit it to a third party (right to data portability); and
- The right to lodge a complaint with the applicable data protection authorities.

Information on how to exercise these rights can be found in JM’s Data Subject Rights request policy.
Changes to this privacy notice

You may request a copy of this privacy notice from us using the contact details set out above. If we change this privacy notice, the updated version will be posted on www.jm.com in a timely manner.